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1. Компетенции и индикаторы их достижения, проверяемые данными 

оценочными материалами 

Целью освоения дисциплины является формирование следующих компетенций: 

ОПК-9 Способен понимать принципы работы современных информационных 

технологий и использовать их для решения задач профессиональной деятельности. 

ПК-4 Способен соблюдать в профессиональной деятельности требования в области 

защиты информации. 

Результатами освоения дисциплины являются следующие индикаторы достижения 

компетенций: 

ИОПК 9.1 Определяет задачи для поиска информации, необходимые источники 

информации 

ИОПК 9.2 Осуществляет поиск, анализ и интерпретации информации необходимой 

для выполнения задач профессиональной деятельности 

ИОПК 9.3 Планирует, структурирует информации, выделяет значимое в 

информации, оценивает практическую значимость результатов поисков, оформляет 

результаты поиска 

ИПК 4.1 Знает общие требования нормативных правовых актов в области защиты 

информации, основные способы соблюдения и обеспечения защиты информации; 

основные понятия, используемые при работе с персональными данными; ответственность 

за нарушение законодательства России в области защиты информации; базовые 

положения права интеллектуальной собственности 

ИПК 4.2 Соблюдает в профессиональной деятельности основные требования 

нормативных правовых актов в области защиты информационной безопасности; 

обращения с документами, содержащими персональные данные 

ИПК 4.3 Применяет в профессиональной деятельности требования нормативных 

правовых актов в области защиты информации; знания системы законодательства в 

области информационной безопасности; базовыми навыками правовой защиты 

информационных систем 

2. Оценочные материалы текущего контроля и критерии оценивания 

Элементы текущего контроля:  

– тесты; 

– контрольная работа; 

– аналитический обзор; 

– практическое задание; 

 

Тест (ИОПК-4.1) 

1. Что из перечисленного относится к биометрическим персональным 

данным? 

А) отпечатки пальцев; 

Б) данные об активности лица в Интернете; 

В) сведения о вкусовых пристрастиях и привычках. 

Г) паспортные данные 

Ключ: А 

2.  Куда следует обращаться по вопросам защиты персональных 

данных?  
А) Министерство промышленности и торговли Российской Федерации; 

Б)Роскомнадзор; 

В) Рособрнадзор. 

Г) ФСТЭК 

Ключ: Б 



 

Критерии оценивания: тест считается пройденным, если обучающий ответил 

правильно как минимум на 80% вопросов. 

 

Контрольная работа (ИОПК 9.1, ИОПК 9.2, ИОПК 9.3 ИПК-4.2) 

Контрольная работа состоит из 2 теоретических вопросов и 2 задач. 

 

Перечень теоретических вопросов: 

Понятие информации.  

Законодательство об информации.  

Виды информации. 

Правовой режим информации 

Информация ограниченного доступа 

Понятие персональных данных.  

Источники права в сфере защиты персональных данных.  

Характеристика подзаконных актов в сфере защиты персональных данных. 

Принципы и условия обработки персональных данных 

Персональные данные: состав.  

Специальные категории персональных данных.  

Персональные данные, разрешенные субъектом персональных данных к 

распространению. 

Биометрические персональные данные. 

Право субъекта персональных данных на доступ к его персональным данным 

Права субъектов персональных данных при обработке их персональных данных в 

целях продвижения товаров, работ, услуг на рынке, а также в целях политической 

агитации 

Права субъектов персональных данных при принятии решений на основании 

исключительно автоматизированной обработки их персональных данных 

Право на обжалование действий или бездействия оператора 

Понятие оператора персональных данных  

Обязанности оператора при сборе персональных данных 

Меры, направленные на обеспечение выполнения оператором обязанностей, 

предусмотренных законодательством о защите персональных данных 

Меры по обеспечению безопасности персональных данных при их обработке 

Обязанности оператора при обращении к нему субъекта персональных данных 

либо при получении запроса субъекта персональных данных или его представителя, а 

также уполномоченного органа по защите прав субъектов персональных данных 

Обязанности оператора по устранению нарушений законодательства, допущенных 

при обработке персональных данных, по уточнению, блокированию и уничтожению 

персональных данных 

Лица, ответственные за организацию обработки персональных данных в 

организациях 

Уполномоченный орган по защите прав субъектов персональных данных. 

Полномочия уполномоченного органа. Уведомление об обработке персональных данных. 

Государственный надзор и контроль за обработкой персональных данных: понятие, 

порядок осуществления 

Ответственность за нарушение законодательства о защите персональных данных. 

Особенности обработки и защиты персональных данных при осуществлении 

деятельности в сети Интернет.  

Особенности обработки и защиты персональных данных при трансграничной 

передаче персональных данных.  

Требования по защите персональных данных в соответствии с GDPR 



 

Примеры задач: 

 

Задача 1 

Компания оказывает услуги по организации лечения российских граждан в 

клиниках Израиля. Какие действия необходимо выполнить для обеспечения соблюдения 

законодательства о персональных данных? 

Задача 2 

Иванов создает интернет-сервис знакомств (с размещением фотографий 

пользователей). Какие документы должны быть размещены на сайте для обеспечения 

соблюдения законодательства о персональных данных? 

 

Ответы:  

Задача 1. Разработать Политику обработки персональных данных, определить 

категорию страны, подать уведомление в Роскомнадзор о намерении осуществлять 

трансграничную передачу персональных данных, разработать форму согласия на 

обработку персональных данных и на трансграничную передачу персональных данных. 

Задача 2. Политика в сфере обработки персональных данных, согласие 

пользователя на обработку персональных данных. 

 

Критерии оценивания:  

Результаты контрольной работы определяются оценками «отлично», «хорошо», 

«удовлетворительно», «неудовлетворительно». 

Оценка «отлично» выставляется, если даны правильные ответы на все 

теоретические вопросы и все задачи решены без ошибок с обоснованием ответа. 

Оценка «хорошо» выставляется, если ответы на теоретические вопросы содержат 

незначительные неточности, ответы на задачи верные, но без обоснования или с 

незначительными неточностями в обосновании. 

Оценка «удовлетворительно» выставляется, если в ответах допущены ошибки, 

несоответствия законодательству, задачи решены, но с ошибками. 

Оценка «неудовлетворительно» выставляется при несоответствии ответа 

законодательству или неверно решенной задаче. 

 

Аналитический обзор (ИПК 9.3, ИПК 4.2, 4.3) 

Примерные задания  

1. Проанализируйте судебную практику (не менее 30 дел) по спорам о защите 

персональных данных (вариант 1: признание определенных данных 

персональными), отразите данные по рассмотренным делам в таблице и сделать 

анализ полученных данных в итоговом обзоре рекомендациями по соблюдению 

законодательства.  

2. Проанализируйте судебную практику (не менее 30 дел) по спорам о защите 

персональных данных (вариант 2: оспаривание привлечения к ответственности 

за нарушение законодательства о защите персональных данных), отразите 

данные по рассмотренным делам в таблице и сделать анализ полученных 

данных в итоговом обзоре с рекомендациями по соблюдению законодательства. 

 

Критерии оценивания:  

Результаты контрольной работы определяются оценками «отлично», «хорошо», 

«удовлетворительно», «неудовлетворительно». 

Оценка «отлично» выставляется, если анализ проведен корректно, дела 

подобраны в соответствии с заданием, в рекомендациях сформулированы 



практически применимые выводы, обеспечивающие соблюдение 

законодательства. 

Оценка «хорошо» выставляется, если анализ практики проведен корректно, но в 

рекомендациях выводы судебной практики учтены фрагментарно. 

Оценка «удовлетворительно» выставляется, если в работе проанализировано 

недостаточное количество дел и/или в рекомендациях допущены ошибки. 

Оценка «неудовлетворительно» выставляется, если проанализированы дела, не 

соответствующие критериям задания или в рекомендациях допущены тезисы, 

не соответствующие законодательству, либо недостаточное количество дел 

проанализировано.   

3. Оценочные материалы итогового контроля (промежуточной аттестации) и 

критерии оценивания 

 

Пример 

Зачет проводится в форме устной защиты по выполненному практическому 

заданию.  

При выполнении задания проверяются ИПК 4.1,4.2,4.3.  

При защите проверяются ИОПК 9.1,9.2,9.3 

 

Примеры заданий: 

1.Разработайте пакет документов, необходимый для обеспечения соблюдения 

требований законодательства о защите персональных данных для компании, 

организующей лечение российских граждан в Израиле, осуществляющей поиск клиентов 

в сети Интернет (сайт).   

 

Критерии оценивания:  

Оценка «зачтено» выставляется при соответствии пакета документов по составу и 

содержанию требованиям действующего законодательства и полных ответах на вопросы 

по пакету документов. 

Оценка «не зачтено» выставляется при несоответствии пакета по составу или 

содержанию требованиям действующего законодательства, либо отсутствии пояснений и 

неправильных ответах на вопросы по пакету документов. 

4. Оценочные материалы для проверки остаточных знаний 

(сформированности компетенций)  

 

Тест 

1. Что из перечисленного относится к персональным данным? (ИОПК 9.1) 

А) адрес электронной почты лица; 

Б) сведения о состоянии здоровья населения города; 

В) кличка питомца. 

Г) марка автомобиля 

 

2. Что из перечисленного относится к биометрическим персональным данным? 

(ИОПК 9.2) 

А) отпечатки пальцев; 

Б) данные об активности лица в Интернете; 

В)сведения о вкусовых пристрастиях и привычках. 

Г) паспортные данные 

 

3. Куда следует обращаться по вопросам защиты персональных данных?  (ИОПК 9.3) 



А) Министерство промышленности и торговли Российской Федерации; 

Б)Роскомнадзор; 

В) Рособрнадзор. 

Г) ФСТЭК 

4. Чем занимается Роскомнадзор? (ИПК 4.1) 

А) рассматривает жалобы и обращения граждан; 

Б) проводит проверки соблюдения операторами требований по защите 

персональных данных; 

В) ведёт реестр операторов, осуществляющих обработку персональных данных; 

Г) всё вышеперечисленное. 

5. Каким законом регулируется обработка персональных данных, отнесенных к 

сведениям, составляющим государственную тайну? (ИПК 4.2) 

А) ФЗ «О персональных данных» 

Б) ФЗ «О государственной тайне» 

В) ФЗ «Об информации, информационных технологиях и защите информации» 

Г) Всеми перечисленными 

6. Государственный орган, муниципальный орган, юридическое или физическое 

лицо, самостоятельно или совместно с другими лицами организующие и (или) 

осуществляющие обработку персональных данных, а также определяющие цели 

обработки персональных данных, состав персональных данных, подлежащих 

обработке, действия (операции), совершаемые с персональными данными – это  

(ИПК 4.3) 

А) уполномоченный по защите прав субъектов персональных данных 

Б) надзорный орган 

В) оператор персональных данных 

Г) субъект персональных данных 

 

Ключи 1а, 2а, 3б, 4 г, 5б, 6в 

Информация о разработчиках 

Мельникова Валентина Григорьевна, к.ю.н., доцент, доцент кафедры 

природоресурсного, земельного и экологического права ЮИ ТГУ 

 


