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1. Цель и планируемые результаты освоения дисциплины (модуля) 

Целью освоения дисциплины является формирование следующих компетенций: 

ОПК-6 Способен применять нормы материального и процессуального права в точном 

соответствии с правовыми принципами и действующими нормативными правовыми 

актами с учетом специфики отдельных отраслей права, принимать обоснованные 

юридические решения в соответствии с действующим законодательством. 

ОПК-7 Способен выполнять должностные обязанности по обеспечению законности и 

правопорядка, безопасности личности, общества и государства при соблюдении норм 

права и нетерпимости к противоправному поведению. 

Результатами освоения дисциплины являются следующие индикаторы достижения 

компетенций: 

ИОПК 6.1 Применяет нормы материального и процессуального права в точном 

соответствии с правовыми принципами и действующими нормативными правовыми 

актами с учетом специфики отдельных отраслей права 

ИОПК 6.2 Принимает обоснованные юридические решения в соответствии с 

действующим законодательством 

ИОПК 7.1 Иллюстрирует выполнение должностных обязанностей по обеспечению 

законности и правопорядка, безопасности личности, общества и государства при 

соблюдении норм права и нетерпимости к противоправному поведению. 

 

2. Задачи освоения дисциплины 

- изучить основные понятия, характеристики видов, форм терроризма и 

экстремизма. Провести анализ нормативных и правовых актов, регулирующих 

деятельность субъектов по противодействию терроризму и экстремизму. 

- научиться применять освоенных понятийный аппарат для решения практических 

задач профессиональной деятельности. 

 

3. Место дисциплины (модуля) в структуре образовательной программы 

Дисциплина относится к части образовательной программы. 

4. Семестр(ы) освоения и форма(ы) промежуточной аттестации по дисциплине 

Пятый семестр, зачет 

5. Входные требования для освоения дисциплины 

Для успешного освоения дисциплины требуются компетенции, сформированные в 

ходе освоения образовательных программ предшествующего уровня образования. 

Для успешного освоения дисциплины требуются результаты обучения по 

следующим дисциплинам: теория государства и права, конституционное право РФ, 

правоохранительные органы, административное право, уголовное право. 

6. Язык реализации 

Русский 

7. Объем дисциплины (модуля) 

Общая трудоемкость дисциплины составляет 3 з.е., 108 часов, из которых: 



-лекции: 6 ч. 

Объем самостоятельной работы студента определен учебным планом. 

8. Содержание дисциплины (модуля), структурированное по темам 

Тема 1. Терроризм и экстремизм: понятие и сущность. 

Краткая история развития терроризма, экстремизма. Сущность и понятие 

терроризма, экстремизма. Основные определения терроризма, экстремизма (научные, 

международно-правовые, в соответствии с законодательством Российской Федерации). 

Виды терроризма, экстремизма: внутригосударственный, государственных, 

транснациональный (международный), традиционный, технологический, этнический, 

религиозный, политический, социальный, экономический, левый и правый, 

информационный, кибертерроризм, воздушный, наземный, космический, химический, 

биологический. 

 

Тема 2. Характеристика современного терроризма и экстремизма.  

Основные тенденции современного терроризма, экстремизма. Основные 

внутренние и внешние факторы, способствующие возникновению и распространению 

терроризма, экстремизма. Формы и способы террористической деятельности: похищение 

людей и захват заложников, покушение на жизнь отдельных лиц, разрушение и 

уничтожение материальных объектов, атаки на военные объекты, использование 

террористов – смертников (шахидов, камикадзе). 

 

Тема 3. Организация борьбы с терроризмом и экстремизмом.  

Организационные основы борьбы с терроризмом, экстремизмом. Принципы 

борьбы с терроризмом, экстремизмом.  Организация антитеррористической деятельности 

правоохранительных и иных органов. Государственная система выявления 

предупреждения, применения и ликвидации последствий от террористических и 

экстремистских акций. Организация взаимодействия органов внутренних дел с органами 

местного самоуправления, предприятиями, учреждениями и организация по профилактике 

террористических актов. 

 

Тема 4. Правовые основы борьбы с терроризмом и экстремизмом в 

Российской федерации.  

Общая характеристика и классификация законодательной и нормативно-правовой 

базы в сфере борьбы с терроризмом, экстремизмом. Законодательная и нормативно-

правовая база по борьбе с терроризмом, экстремизмом. Конституция РФ, международные 

правовые акты, конвенции, резолюции ООН, договоры и соглашения, федеральные 

конституционные законы, федеральные законы РФ, федеральные законы 

ратифицирующие международные договоры и конвенции, специальные федеральные 

законы РФ, иные федеральные законы по борьбе с терроризмом и экстремизмом, 

подзаконные нормативные акты, ведомственные приказы, распоряжения, инструкция, 

нормативно-правовые акты субъектов РФ, нормативные документы органов местного 

самоуправления, локальные нормативные акты предприятий, учреждений и организаций.  

 

Тема 5. Правонарушения террористического и экстремистского характера. 

Уголовно-правовая характеристика преступлений террористического, 

экстремистского характера. Преступления экстремистского характера, их мотивы и цели. 

Проблемы квалификации преступлений террористического, экстремистского характера. 

Административная ответственность за правонарушения террористического, 

экстремистского характера. Проблемы реализации. 

 



Тема 6. Международные правовые аспекты борьбы с терроризмом и 

экстремизмом. 

Международное сотрудничество в области противодействия терроризму, 

экстремизму. Укрепление международной безопасности. Основные направления борьбы с 

терроризмом и экстремизмом в странах исламского мира. Основные направления борьбы 

с терроризмом и экстремизмом в странах Европейского союза. 

 

9. Текущий контроль по дисциплине 

Текущий контроль по дисциплине проводится путем контроля посещаемости. 

 

10. Порядок проведения и критерии оценивания промежуточной аттестации 

Зачет в 5 семестре по билетам.  

 

Примерный перечень теоретических вопросов 

1. Цели, задачи и предмет курса «Правовые и организационные основы борьбы с 

терроризмом и экстремизмом». 

2. Сущность и понятие терроризма. 

3. Краткая история развития терроризма. 

4. Уголовно-правовая характеристика террористического акта. 

5. Основные понятия в сфере противодействия терроризму, 

контртеррористическая операция. 

6. Основная законодательная и нормативно-правовая база по борьбе с 

терроризмом. 

7. Организационные обновы борьбы с терроризмом. 

8. Принципы борьбы с терроризмом. 

9. Квалифицирующие признаки террористического акта. 

10. Преступления террористического характера. 

11. Виды терроризма. 

12. Субъекты, осуществляющие борьбу с терроризмом и их компетенция. 

13. Основные факторы (внутренние и внешние) способствующие возникновению и 

распространению терроризма в РФ. 

14. Основные направления деятельности МВД по противодействию терроризму.  

15. Организация взаимодействия МВД с руководителями органов местного 

самоуправления предприятий, учреждений и организаций по профилактике 

терроризма. 

16. Тенденция современного терроризма в РФ. 

17. Международное сотрудничество в борьбе с терроризмом. 

18. Пресечение террористических актов в воздушной среде РФ. 

19. Пресечение террористических актов во внутренних водах, в территориальном 

море, на континентальном шельфе РФ. 

20. Выполненные Вооруженными силами РФ задач по пресечению международной 

террористической деятельности за пределами России. 

21. Экстремизм, как питательная среда терроризма. 

22. Сущность и понятие экстремизма. 

23. Определение экстремизма в соответствии с законодательством РФ. 

24. Экстремистская организация и экстремистские материалы. 

25. Основные принципы противодействия экстремисткой деятельности. 

26. Правовые основы противодействия экстремисткой деятельности. 

27. Уголовно-правовая характеристика экстремизма. 

28. Преступления экстремисткой направленности. 



29. Основные направления и субъекты противодействия экстремисткой 

деятельности. 

30. Международное сотрудничество в области борьбы с экстремизмом. 

31. Уголовная политика РФ по противодействию экстремизму в сфере обеспечения 

национальной безопасности государства. 

32. Объективная сторона преступлений экстремисткой направленности. 

33. Субъективная сторона преступлений экстремисткой направленности. 

34. Экстремизм – причины и условия возникновения и развития. 

35. Недопущение осуществления экстремистской деятельности при проведении 

массовых акций. 

36. Профилактика экстремистской деятельности. 

37. Формы и способы террористической деятельности. 

 

Критерии оценки  

 

Итоговый контроль по курсу  - зачет. На зачете уровень подготовки студента 

оценивается по следующим критериям: 

- соответствие ответа изученному материалу, входившему в программу курса; 

- дополнительные сведения, полученные студентом самостоятельно; 

- форма представления ответа, грамотность речи, логичность и последовательность 

изложения; 

- обоснованность, четкость, краткость изложения ответа; 

- умение студента ориентироваться в изученном материале, давать оценку тем или 

иным юридическим фактам и категориям; 

- умение студента производить анализ излагаемых сведений; 

- аргументированность ответа. 

Результаты сдачи зачета дифференцируются оценками «зачет», и «незачет». 

 

 

Оценка «зачтено» - студент твердо знает программный материал, грамотно и по 

существу его излагает, не допускает существенных неточностей в ответе на вопрос, может 

правильно применять теоретические положения и владеет необходимыми умениями и 

навыками при выполнении практических заданий. 

 

Оценка «не зачтено» - студент не знает значительном части программного материала, 

допускает существенные ошибки, с большими затруднениями решает задачи и 

практические задания. 

 

 

11. Учебно-методическое обеспечение 

 

При проведении учебных занятий используются элементы классических и 

современных педагогических технологий, в том числе проблемного и проблемно-

деятельностного обучения. 

Предусматриваются следующие формы работы обучающихся: 

- прослушивание лекционного курса; 

- чтение и конспектирование рекомендованной литературы; 

- разбор конкретных ситуаций с целью принятия решения по ситуации на 

основе норм различных отраслей права и выработки у учащихся умения проведения 

юридических консультаций. 

Помимо устного изложения материала, в процессе лекций предполагается 



использование визуальной поддержки в виде мультимедийных презентаций 

содержания лекции, отражающих основные тезисы, понятия, схемы, иллюстрации, по 

теме лекции. 

 

12. Перечень учебной литературы и ресурсов сети Интернет 

а) нормативный материал: 

1. Конституция РФ. 

2. Уголовный кодекс РФ от 13.07.1996 № 63-ФЗ. 

3. Кодекс РФ об административных правонарушениях от 30.12.2001 г. № 195-

ФЗ. 

4. Концепция национальной безопасности Российской Федерации. Утверждена 

Указ Президента РФ от 10.01.2000 г. № 24. 

5. Стратегия национальной безопасности РФ до 2020 года. 

6. Военная доктрина Российской Федерации. Утверждена Указом Президента 

РФ от 21.04.2000 г. №706. 

7. Доктрина информационной безопасности Российской Федерации. 

Утвержден Указом Президента РФ от 9.09.2000 г. №Пр-1895. 

8. Закон РФ от 2 1.07.1993 г. № 5485-1 «О государственной тайне» 

9. Федеральный закон от 20.02.1995 г. № 24-ФЗ «Об информации, 

информатизации защите информации», 

10. Федеральный закон от 31.05.1996 г. № 61-ФЗ «Об обороне» 

11. Федеральный закон от 26.09. 1997 г. № 1.25-ФЗ «О свободе 

совести и о религиозных объединениях». 

12. Федеральный закон от 25.07.1998 г. № 130-ФЭ «О борьбе с терроризмом». 

13. Федеральный закон от 2.01.2000 г. № 29-ФЗ «О качестве и безопасности 

пищевых продуктов». 

14. Федеральный закон от 25.07.2002 г. № 1 14-ФЗ «О 

противодействии экстремистской деятельности». 

15. Федеральный закон от 28 декабря 2010 г. № 390-Ф3 «О безопасности». 

16. Федеральный закон от 26 июля 2017 г. № 187-ФЗ "О безопасности критической 

информационной инфраструктуры Российской Федерации" // СЗ РФ. 2017. № 31 

(часть I). Ст. 4736. 

 

 

а) основная литература: 

1. Антитеррористическая политика как средство борьбы с терроризмом и 

экстремизмом в россии / anti-terrorist policy as a means struggle against terrorism and 

extremism in russia// Проблемы экономики и юридической практики. 2019 (3):31-32 

// https://elibrary.ru/item.asp?id=38537540  

2. Борьба с терроризмом и экстремизмом как основа обеспечения безопасности 

России// Академический вестник войск национальной гвардии Российской 

Федерации. 2017 (1):9-13 // https://elibrary.ru/item.asp?id=43836227  

3. Логунов А.Б. Региональная и национальная безопасность: учебник. М.: Вузовский 

учебник, ИНФРА - М, 2014. 

4. Некоторые аспекты правовых основ борьбы с терроризмом и экстремизмом и их 

финансированием Вестник НГИЭИ, 2013. (22) 169-174.// 

http://cyberleninka.ru/article/n/nekotorye-aspekty-pravovyh-osnov-borby-s-terrorizmom-

i-ekstremizmom-i-ih-finansirovaniem  

 

 

б) дополнительная литература: 

https://www.elibrary.ru/contents.asp?titleid=25221
https://elibrary.ru/item.asp?id=38537540
https://elibrary.ru/item.asp?id=43836227
http://cyberleninka.ru/article/n/nekotorye-aspekty-pravovyh-osnov-borby-s-terrorizmom-i-ekstremizmom-i-ih-finansirovaniem
http://cyberleninka.ru/article/n/nekotorye-aspekty-pravovyh-osnov-borby-s-terrorizmom-i-ekstremizmom-i-ih-finansirovaniem
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2. С. 57-72. 

6. Антонян Е.А. К вопросу о борьбе с современным экстремизмом и 

терроризмом в условиях использования новых технологий// Юридическое 

образование и наука. – 2020. № 11. С. 13-16. 

7. Генеральная прокуратура РФ. Портал правовой статистики. 

URL: http://crimestat.ru/offenses map 

8. Криштопов С.В. Некоторые вопросы борьбы с экстремизмом и терроризмом в 

российской федерации// Вестник академии следственного комитета 

российской федерации. – 2020. № 1 (23). С. 142-147. 

9. Букаев Н.М., Волосова Н.Ю. Отдельные аспекты борьбы с экстремизмом и 

терроризмом на религиозной почве среди подростков и молодежи// 

Вопросы российского и международного права. – 2020. № 3-1. С. 147-157. 

 

 

в) ресурсы сети Интернет: 

 

– Официальный сайт Министерства юстиции Российской Федерации - 

http://minjust.ru/ 

– Общероссийская Сеть КонсультантПлюс Справочная правовая система. 

http://www.consultant.ru 

– –Общероссийская Сеть Гарант  Справочная правовая система. 

http://www.garant.ru 

13. Перечень информационных технологий  

В учебном процессе используются сетевые технологии для обеспечения 

взаимодействиями между преподавателем и студентами по передаче учебно-методических 

материалов, контрольно-измерительных материалов, выполненных и проверенных 

заданий, проведения консультаций в режиме вебинара, электронной почты. 

Организованная в компьютерных классах локальная сеть также используется 

преподавателем для передачи данных между участниками учебного процесса. 

 

а) лицензионное и свободно распространяемое программное обеспечение: 

– Microsoft Office Standart 2013 Russian: пакет программ. Включает приложения: 

MS Office Word, MS Office Excel, MS Office PowerPoint, MS Office On-eNote, MS Office 

Publisher, MS Outlook, MS Office Web Apps (Word Excel MS PowerPoint Outlook); 

– публично доступные облачные технологии (Google Docs, Яндекс диск и т.п.). 

 

https://www.elibrary.ru/author_items.asp?refid=721605255&fam=%D0%92%D0%B8%D1%88%D0%BD%D1%8F%D0%BA%D0%BE%D0%B2&init=%D0%AF+%D0%94
https://www.elibrary.ru/author_items.asp?refid=721605255&fam=%D0%9A%D0%B8%D1%81%D0%B5%D0%BB%D0%B5%D0%B2%D0%B0&init=%D0%A1+%D0%9F
https://www.elibrary.ru/author_items.asp?refid=721605255&fam=%D0%92%D0%B0%D1%81%D0%B8%D0%BD&init=%D0%A1+%D0%93
https://www.elibrary.ru/author_items.asp?refid=721605251&fam=%D0%91%D0%BE%D0%BB%D1%8C%D1%88%D0%B0%D0%BA%D0%BE%D0%B2&init=%D0%90+%D0%93
https://www.elibrary.ru/contents.asp?titleid=2770
https://www.elibrary.ru/author_items.asp?refid=721605252&fam=%D0%91%D1%83%D0%B4%D0%B0%D0%B5%D0%B2%D0%B0&init=%D0%A1+%D0%92
https://www.elibrary.ru/author_items.asp?refid=721605252&fam=%D0%94%D0%B5%D0%B3%D1%82%D1%8F%D1%80%D0%B5%D0%B2%D0%B0&init=%D0%9D+%D0%92
https://www.elibrary.ru/contents.asp?titleid=35678
https://www.elibrary.ru/author_items.asp?refid=721605253&fam=%D0%91%D1%83%D1%80%D0%B0%D0%B5%D0%B2%D0%B0&init=%D0%9B+%D0%90
https://www.elibrary.ru/contents.asp?titleid=26718
https://www.elibrary.ru/contents.asp?id=42909976
https://www.elibrary.ru/contents.asp?id=44221212
https://www.elibrary.ru/contents.asp?id=44221212
http://http/crimestat.ru/offenses
https://www.elibrary.ru/contents.asp?id=44007272
https://www.elibrary.ru/contents.asp?id=44007272
http://minjust.ru/


б) информационные справочные системы: 

– Электронный каталог Научной библиотеки ТГУ – 

http://chamo.lib.tsu.ru/search/query?locale=ru&theme=system  

– Электронная библиотека (репозиторий) ТГУ – 

http://vital.lib.tsu.ru/vital/access/manager/Index  

– ЭБС Лань – http://e.lanbook.com/     

– ЭБС Консультант студента – http://www.studentlibrary.ru/   

– Образовательная платформа Юрайт – https://urait.ru/  

– ЭБС ZNANIUM.com – https://znanium.com/ 

– ЭБС IPRbooks – http://www.iprbookshop.ru/ 

 

в) профессиональные базы данных (при наличии): 

- Официальный сайт Верховного суда Российской Федерации - http://www.vsrf.ru/ 

- Официальный сайт Федеральной службы исполнения наказания - 

http://www.fsin.su/ 

- Официальный сайт Генеральной прокуратуры Российской Федерации - 

http://www.genproc.gov.ru 

 

14. Материально-техническое обеспечение 

Аудитории для проведения занятий лекционного типа. 

Аудитории для проведения индивидуальных и групповых консультаций, текущего 

контроля и промежуточной аттестации. 

Помещения для самостоятельной работы, оснащенные компьютерной техникой и 

доступом к сети Интернет, в электронную информационно-образовательную среду и к 

информационным справочным системам. 

15. Информация о разработчиках 

Автор   

 к.ю.н., доцент ЮИ ТГУ     

 Никитина И.А  
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